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Abstract

I0ld and unsupported firmwares represents a serious threat to infrastructure security. Infrastructures are
very complex scenarios in which hundreds of devices operate. Each hardware device is managed by a
firmware that is in charge also of managing communication with the global platform manager. Bad written
and unpatched firmwares are easily exploitable and in some cases they can lead to gain access to the
platform manager, compromising the entire infrastructure security.
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